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provided by the individual in the re-
quest. A system manager shall not 
make a record available to a third 
party for delivery to the subject indi-
vidual except for medical records as 
outlined in § 6.31. 

(g) An individual who selects another 
person to review, or to accompany the 
individual in reviewing or obtaining a 
copy of the record must, prior to the 
disclosure, sign a statement author-
izing the disclosure of the record. The 
system manager shall maintain this 
statement with the record. 

(h) The procedure for access to an ac-
counting of disclosure is identical to 
the procedure for access to a record as 
set forth in this section. 

§ 6.33 Denials of access. 

(a) A system manager may deny an 
individual access to that individual’s 
record only upon the grounds that 
FEMA has published the rules in the 
FEDERAL REGISTER exempting the per-
tinent system of records from the ac-
cess requirement. These exempt sys-
tems of records are described in sub-
part G of this part. 

(b) Upon receipt of a request for ac-
cess to a record which the system man-
ager believes is contained within an ex-
empt system of records he or she shall 
forward the request to the appropriate 
official listed below or to his or her 
delegate through normal supervisory 
channels. 

(1) Deputy Administrators. 
(2) [Reserved] 
(3) Federal Insurance Administrator. 
(4) Assistant Administrators. 
(5) United States Fire Administrator. 
(6) Chief of Staff. 
(7) Office Directors. 
(8) Chief Counsel. 
(9) [Reserved] 
(10) Chief Financial Officer. 
(11) Regional Administrators. 
(c) In the event that the system man-

ager serves in one of the positions list-
ed in paragraph (b) of this section, he 
or she shall retain the responsibility 
for denying or granting the request. 

(d) The appropriate official listed in 
paragraph (b) of this section shall, in 
consultation with the Office of Chief 
Counsel and such other officials as 
deemed appropriate, determine if the 

request record is contained within an 
exempt system of records and: 

(1) If the record is not contained 
within an exempt system of records, 
the above official shall notify the sys-
tem manager to grant the request in 
accordance with § 6.32, or 

(2) If the record is contained within 
an exempt system said official shall; 

(i) Notify the requestor that the re-
quest is denied, including a statement 
justifying the denial and advising the 
requestor of a right to judicial review 
of that decision as provided in § 6.57, or 

(ii) Notify the system manager to 
make record available to the requestor 
in accordance with § 6.31, notwith-
standing the record’s inclusion within 
an exempt system. 

(e) The appropriate official listed in 
paragraph (b) of this section shall pro-
vide the Privacy Appeals Office with a 
copy of any denial of a requested ac-
cess. 

[44 FR 50293, Aug. 27, 1979, as amended at 48 
FR 44543, Sept. 29, 1983; 50 FR 40006, Oct. 1, 
1985; 51 FR 34604, Sept. 30, 1986; 74 FR 15334, 
Apr. 3, 2009] 

§ 6.34 Appeal of denial of access within 
FEMA. 

A requestor denied access in whole or 
in part, to records pertaining to that 
individual, exclusive of those records 
for which the system manager is the 
Administrator, may file an administra-
tive appeal of that denial. Appeals of 
denied access will be processed in the 
same manner as processing for appeals 
from a denial of a request to amend a 
record set out in § 6.55, regardless 
whether the denial being appealed is 
made at headquarters or by a regional 
official. 

Subpart D—Requests To Amend 
Records 

§ 6.50 Submission of requests to amend 
records. 

An individual who desires to amend 
any record containing personal infor-
mation about the individual should di-
rect a written request to the system 
manager specified in the pertinent 
FEDERAL REGISTER notice concerning 
FEMA’s systems of records. A current 
FEMA employee who desires to amend 
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